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Enforcement Authorities

• Today 
– Enforcements authorities request information in a more ad-hoc style by 

sending requests to ECHA as well as to their own MSCA.

• RIPE is planned to be available in Q1 2011 
– RIPE application contains a sub-set of the data that is in REACH-IT or 

other ECHA applications. (The content of this information has been 
agreed with the FORUM).

– Hardware security tokens will give Enforcement Authority users access 
to on-demand and pre-created reports composed from this sub-set of 
data.

– VPN crypto-box will give Enforcement Authority access to manage users 
in the RIPE application. 
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Committees
• Today

– Committee secretariat (ECHA staff) obtain information by accessing and 
downloading from REACH-IT and other ECHA sources.

– Committee members exchange documents with ECHA via CIRCA

– Committee members send communications to ECHA via functional mailbox

– Access to IUCLID5 files will continue to be provided via CIRCA, however only to a 
restricted audience upon request, and only such files that are needed to perform 
the tasks. All CIRCA users accessing this information are asked to acknowledge 
that they have received instructions to handle the information in the appropriate 
manner. 

• Future 
– Committee secretariat (ECHA staff) will be assisted by Documentum’s workflow 

manager.

– Documentum “external collaboration” platform will be piloted to manage 
collaboration between Member State Committee secretariat and MSC members.

– After MSC, the plan is to extend the “external collaboration” platform to 
incorporate collaboration between ECHA and other committees (RAC, SEAC).
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MSCA - today
• Today MSCAs can securely connect to REACH-IT (VPN, username/password & 

certificate) to:
– Search / view all submitted pre-registrations, registrations, inquiries, C&Ls
– Search / view all registration numbers assigned to NONS and updated NONS
– Search / view submitted PPORDs from their own member state country
– Request the download of IUCLID dossiers. (IUCLID viewer is not currently available within the 

REACH-IT application.)
– Perform User Management actions (which requires a hardware security token for extra 

security)

• User manuals describing the REACH-IT functionality for MSCAs are on CIRCA

• Certain processes require communication between ECHA and MSCA
– MSCA � ECHA Annex XV submissions should be made in preference using REACH-IT
– MSCA � ECHA communication is handled using functional mail boxes, web forms (eg. 

collecting comments), and CIRCA for sending documents
– ECHA � MSCA communication is handled using email, REACH-IT internal messages and 

CIRCA
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MSCA User Accounts
• Who can manage what?

– Only ECHA staff can create the “MSCA Manager” account 

– The MSCA Manager account can then be used by MSCAs to create, modify and 
delete MSCA ordinary accounts.

• Number of MSCA Managers (30 ~ 80)

• Number of MSCA ordinary users (500) with configurable roles …

• MSCA Manager has extra security…



MSCA - managing users
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MSCA - searching (part 1)
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MSCA - searching (part 2)
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MSCA - download request
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MSCA - uploading Annex XV
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MSCA - future

• Discussions are underway to evaluate the advantages of incorporating 
MSCA collaboration in to a secure extranet platform that would replace the 
need for MSCAs to use CIRCA and functional mailboxes, and perhaps 
webforms.

• It is understood that more advanced statistical reporting would be useful for 
MSCAs, however this is not yet in the project planning. 

• Results of a software usability study are being analysed with the aim to 
implement some key recommendations in 2011.


